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Abstract— To maximize network lifetime in Wireless Sensor 

Networks (WSNs) the paths for data transfer are selected in 

such a way that the total energy consumed along the path is 

minimized. To support high scalability and better data 

aggregation, sensor nodes are often grouped into disjoint, 

non-overlapping subsets called clusters.In this paper we aim to 

improve network lifetime byusing LEACH based protocol by 

considering residualenergy and distance of nodes in WSN. We 

adoptdynamic clustering with dynamic selection of clusterheads 

in first round and static clustering with dynamicselection of 

cluster heads from second round. One morereason for network 

to die early is unbalance clustersize, to handle that number of 

nodes in the cluster isfixed to a predefined value. We propose 

two new distance-based clustering routing protocols, which we 

call DBLEACH and DBEA-LEACH. The first approach 

(distance-based) selects a cluster head node by considering 

geometric distance between the candidate nodes to the base 

station. To further improve DB-LEACH, DBEA-LEACH 

(distance-based energy aware) additionally selects a cluster head 

not only based on distance, but also by examining residual 

energy of the node greater than the average residual energy level 

of nodes in the network 

We propose the enhanced LEACH convention for first node 

die time (FDT) upgrade. The outcomes uncover that 

progressions influenced process of a cluster head improves the 

network efficiency.The approach is to vary the cluster head 

selection probability along with the threshold level. The protocol 

works to prolong the first node die time (FND). 

 

Index Terms— DBEA-LEACH, FDT-LEACH, Wireless 

SensorNetwork 

 

I. INTRODUCTION 

  A wireless sensor organize is a system comprising of various 

wireless sensors, likewise called hubs, which coordinate in 

detecting a type of physical or natural conditions, for 

example, temperature, sound, vibrations, light, development 

and so forth. The individual sensor hubs are little and have 

constrained vitality, computational power and memory. These 

wireless sensor hubs are small gadgets with constrained 

vitality, memory, transmission run, and computational 

power.A base station is typically present in the system, which 

gets the sensor information from the sensors. Such a base 

station is generally an intense PC with more computational 

power, vitality and memory. By and large, remote sensor 

systems require some measure of security so as to keep up 

high survivability and trustworthiness of the system. Several 

nodes may be tasked with sensing the same phenomenon these 

nodes may cooperate in a “cluster” where one node is tasked 

with compressing the sensor result from all the other nodes in  
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the cluster and produce a “collective view” of the cluster on 

the situation, this is called data aggregation. In wireless sensor 

network, collection of sensor nodes into a cluster is 

well-known as clustering. Every cluster contains a Leader 

called cluster head. A cluster head may be selected by the 

group of cluster. A cluster head collects the information from 

the nodes within cluster and send this information to the base 

station (destination). Clustering can be used as an energy 

efficient communication protocol. 

Cluster heads expended more vitality because of its part in 

gathering, evacuating excess, compacting and sending the 

information from cluster to the base station, while remaining 

hubs just sense the information in nature and forward it to its 

cluster head, consequently sparing more vitality. This 

circumstance offers ascend to unequal vitality utilization, 

which causes more empty of vitality out of cluster heads than 

cluster hubs in arbitrary design.Unequal distribution [1][2] of 

nodes in the clusters may lead to overload some cluster heads 

and die soon, leaving the network partitioned. To solve this 

problem, we restrict clusters with fixed number of member 

nodes. Because of the above disparities, several new routing 

mechanisms have been developed and proposed to solve the 

routing problem in WSNs. A high efficient routing scheme 

will offer significant power cost reductions and will improve 

network longevity. Finding and maintaining routes in WSNs 

is a major issue since energy constraints and unexpected 

changes in node status (e.g., inefficiency or failure) give rise 

to frequent and unforeseen topological alterations. 

 

 
Figure 1:Cluster-based Model 

 

Among the several routing protocols proposed for WSNs, 

cluster-based algorithms are more effective in meeting WSNs 

requirements, mainly energy consumption [3-6]. By 

clustering of sensor nodes into some groups called clusters, 

SNs of each cluster send their data to specific SNs in the 

cluster called Cluster Heads (CH). Then, CH nodes transmit 

gathered information to the BS. Since CH nodes play an 

important role in the performance of cluster-based routing 
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algorithms, the policy of CH node selection deeply affects 

network parameters i.e., network lifetime, energy 

consumption rate. 

Figure 1 shows a generalized view of WSNs, which consists 

of a base station, cluster heads and sensor nodes or a cluster 

member deployed in a geographical region. Several protocols 

have applied this concept, i.e., LEACH [7], TEEN [8], and 

PEGASIS [9]; however, LEACH [7], Low-Energy Adaptive 

Clustering Hierarchy is one of the most popular cluster-based 

routing protocols in WSNs. This algorithm uses a random 

model to selects CH nodes then, non-CH nodes join to the 

clusters using one-hop transmissions with Time-Division 

Multiple Access (TDMA). 

It should be noted that LEACH algorithm does not 

considerthe residual energy and geographical position of SNs 

in the CH selection process. This leads to the early death of 

sensor nodes and the decrease of WSN lifetime. 

In this paper, we present our proposal for an improved 

clustering mechanism of the LEACH routing protocol for 

energy efficiency, which further advances LEACH routing 

protocol.Based on the LEACH routing protocol, we propose 

two new distance-based clustering routing protocols. Our 

proposed routing protocol contains resolutions to two 

problems. First, the distance from the candidate node to the 

BS has to be the most reasonable. Second, the remaining 

energy of a candidate node that wants to be a CH has to be 

greater than the average remaining energy level of live nodes 

in the WSN. 

II. LITERATURE REVIEW 

The wireless sensor network has been deployed with different 

wireless networking technologies. The 802.11 protocol is the 

first standard protocol for wireless local area networks 

(WLAN), which was introduced in 1997.After that it was 

upgraded to 802.11b with data rate increased and CSMA/CA 

mechanism for medium access control (MAC).In 1998 this 

team developed second generation sensor node by applying 

some innovations which was named as Wireless Integrated 

Network Sensors (WINS). These WINS had a processor 

board with an Intel strong ARM SA1100 32-bit embedded 

processor (1 MB SRAM and 4 MB flash memory), radio 

board that supports 100 kbps with adjustable power 

consumption from 1 to 100 m, a power supply board, and 

sensor board. 

In WSN,Sensor nodes sense the data from impossibly 

accessible area, cooperatively forward the sensed data to the 

sink or base station via multi-hop wireless communication 

and send their report to the base station also called the sink 

[1]. The nodes in wireless sensor networks can be mobile or 

stationary and deployed in the area through a proper or 

random deployment mechanism.  

TL-LEACH (Two-Level Hierarchy LEACH)[3] is a proposed 

extension to the LEACH algorithm. It has two levels of cluster 

heads (primary and secondary) instead of a single one. Here, 

the primary cluster head in each cluster communicates with 

the secondary cluster head, and the corresponding secondary 

cluster head in turn communicate with the nodes in their 

sub-cluster. Data fusion can also be performed here as in 

LEACH. In addition to it, communication within a cluster is 

still scheduled using TDMA time-slots. The organization of a 

round will consist of first selecting the primary and secondary 

cluster heads using the same mechanism as LEACH, with the 

a priori probability of being elevated to a primary cluster head 

less than that of a secondary node. Communication of data 

from source node to sink is achieved in two steps: Secondary 

nodes collect data from nodes in their respective clusters. 

Data fusion can be performed at this level. Primary nodes 

collect data from their respective secondary clusters. 

Data-fusion can also be implemented at the primary cluster 

head level. The two- level structure of TL-LEACH reduces 

the amount of nodes that need to transmit to the base station, 

effectively reducing the total energy usage. LCTS (Local 

Clustering and Threshold Sensitive) [12]: It combines the 

advantages of LEACH and TEEN [11] in terms of short 

transmission delay and threshold based data gathering. The 

base station does cluster-head selection. LS-LEACH 

(Lightweight Secure LEACH) [13] is improved secure and 

more energy efficient routing protocol Authentication 

algorithm is integrated to assure data integrity, authenticity 

and availability. Furthermore, it shows the improvement over 

LEACH protocol that makes it secure and how to make it 

more energy efficient to reduce the effect of the overhead 

energy consumption from the added security measures. It 

provides security measures to LEACH protocol after 

indicating the source and limitation of nodes. Also, we 

develop security measures to protect wireless sensors and the 

communications from possible attacks without compromising 

the network performance. For instance, securing LEACH 

protocol against denial of service attacks while maintaining 

its performance. Furthermore, the protocol assures that only 

the authenticated nodes are allowed to join and communicated 

in the network. At the other hand, we mitigate the overhead 

cost from the security measures applied to avoid 

compromising the network performance. Sec-LEACH [14] 

proposes some creative modifications to LEACH protocol. It 

shows how to invest the key predistribution scheme to secure 

node-to-CH communications. The main idea is to generate a 

large pool of keys and their IDs at the time the network is 

deployed, and then each node is assigned a group of these 

keys randomly. Also each node is assigned with a pair-wise 

key, which shares with the BS; these keys are used during 

node-node and node-Base Station communications. This 

algorithm provides authenticity, confidentiality, and freshness 

for node-to-node communication. The number of nodes does 

not impact the security level; actually it depends on the size of 

the key group assigned for each node according to the total 

size of the key pool [14].  

III. LEACH PROTOCOL 

Low-Energy Adaptive Clustering Hierarchy (LEACH) [7],[8] 

is one of the clustering based hierarchical routing protocols. It 

is used to collect data from wireless network. In the network, 

hundreds/thousands of wireless sensors are dispersed that 

collects and transmit data. In these sensor nodes the cluster 

head’s are elected. Because sensor nodes have low energy 

source and battery cannot be replaced once deployed, the 

chances of node death scenario is more. So we require 

LEACH protocol to increase the lifetime of network. LEACH 

protocol uses random selection cluster head selection and 

cluster formation. Here the energy is evenly distributed by 

rotating the cluster head in every round. LEACH protocol is 

divided into 2 phases:  

1) Set-Up phase: Set-up phase includes cluster head selection 

and cluster formation. Cluster head selection algorithm: In 
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this phase, the nodes are randomly dispersed in a network. 

Each node takes a self-governing decision whether to become 

a cluster head for current round or not. Here every node will 

generate a random number between 0 and 1. If the number is 

less than threshold value, then node is cluster head for the 

current round. Threshold is given by 

                          (1) 

In the above equation (1), the parameters are: p - optimal 

percentage of CHs in each round. r - current round. G - is set 

of nodes, which have not been elected as CH in (1/p) rounds. 

Cluster formation: After cluster head selection, each node 

broadcasts advertisement (ADV) message using (CSMA/CA) 

MAC protocol. The near-by nodes send join request to cluster 

head. It follows a TDMA schedule to setup and transmission 

and to assign separate time slots to each of its cluster members  

2) Steady-state phase: This phase consists of transmitting data 

from cluster members to cluster head during allotted time 

slots. The cluster head aggregates data and forwards to base 

station. 

LEACH algorithm has the following Advantages: 

• The hierarchy, routing information and path selection are 

relatively simple, and the SNs do not need to store large 

amounts of routing information, and do not need complex 

functions. The CH node is randomly selected, the 

opportunity of each node is equal, and the load of whole 

network is balance [17]. However, there are a number of 

disadvantages in LEACH protocol, such as: 

• Because the CHs in LEACH protocol are randomly 

generated, energy consumption can be evenly distributed in 

the network. However, it does not consider residual energy 

of sensor nodes. Therefore, it is possible for a sensor node 

that has low residual energy to be selected as a CH. This can 

render the cluster useless due to the quickly exhausted 

battery power of the CH. 

• On the other hand, LEACH does not examine the distance 

between sensor nodes and the BS. Consequently, if the 

geographic position of the CH is far from the BS and the 

geographic position of the CM is far from their CH, it will 

consume a lot of energy sending and forwarding data. So it 

can easily lead to exhaust the energy quickly in sensor nodes 

[17]. 

The LEACH Network is made up of nodes, some of which 

are called cluster-heads .The job of the cluster-head is to 

collect data from their surrounding nodes and pass it on to 

the base station. LEACH is dynamic because the job of 

cluster-head rotates. 

Cluster-heads can be chosen stochastically (randomly 

based) on this algorithm: 

                 (2) 

 

Where n is a random number between 0 and 1.P is the 

cluster-head probability and G is the set of nodes that 

weren’t cluster-heads the previous roundsIf n <T(n), then 

that node becomes a cluster-head . The algorithm is 

designed so that each node becomes a cluster-head at least 

once. 

Cluster Head selection Algorithm Pi(t) is the probability 

with which node I elects itself to be Cluster Head at the 

beginning of the round r+1 (which starts at time t) such that 

expected number of cluster-head nodes for this round is k. 

(3) 

k = number of clusters during each round. N = number of 

nodes in the network. Each node will be Cluster Head once 

in N/k rounds (Round #1,2,3 … Round #N/K, then Round 

#1, #2, …). – N/K also means cluster size. In each cluster, 

each sensor has equal chance to become CH. Probability for 

each node I to be a cluster-head at time 

            (4) 

total no. of nodes eligible to be a cluster head at 

time t. 

Cluster Formation Algorithm:  

1. Cluster Heads broadcasts an advertisement message 

(ADV) using CSMA MAC protocol. ADV = node’s 

ID + distinguishable header.  

2. Based on the received signal strength of ADV 

message, each non-Cluster Head node determines 

its Cluster Head for this round (random selection 

with obstacle).  

3. Each non-Cluster Head transmits a join-request 

message (Join-REQ) back to its chosen Cluster 

Head using a CSMA MAC protocol. Join-REQ = 

node’s ID + cluster-head ID + header.  

4. Cluster Head node sets up a TDMA schedule for data 

transmission coordination within the cluster.  

5. TDMA Schedule prevents collision among data 

messages and energy conservation in non 

cluster-head nodes. 

IV. DBEA-LEACH 

In second proposal, which we call DBEA-LEACH, in order to 

select the appropriate CH nodes in the CH nodes selection 

phase, DBEA-LEACH algorithm takes important factors such 

as position of the sensor node relative to the BS and the 

amount of residual energy of each sensor node. Similar to 

DB-LEACH, DBEA-LEACH establishes a new threshold 

based on distance. In addition, it introduces current energy 

and initial energy of the node to CH election probability so as 

to ensure these nodes with higher remaining energy have 

greater probability to become CHs than that with the low 

remaining energy. The CH nodes selection directly affects the 

performance factors of WSN such as load distribution, energy 

efficiency, and network lifetime. 

         (4)                             

Here, Eiis the residual energy of candidate node i at the 

current round. Einital denotes as the initial energy of the node 

before the transmission. Equation (4) shows that the threshold 

value depends on the geographical distance between sensor 

node and the BS and the residual energy of the candidate 

node. 
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V. PROPOSED METHOD 

A new approach using LEACH is proposed which focus on 

lifetime maximization as well as on Quality of Service (Qos). 

The performance of WSN depends upon many parameters but 

lifetime maximization is important aspect of any network. In 

proposed method for improving lifetime anQos, two 

parameters are chosen i.e. FND (first node die) time and 

cluster head selection probability. In this protocol the 

selection process for Cluster head depends not only on 

maximum energy content of the node in the same cluster after 

each round but also concerned with probability to become 

cluster. After every round of transmission the energy level of 

each node will be different and the cluster head will be 

changed accordingly. The node which will become cluster 

head in the beginning will alive for longer duration. The 

quality of service of the network will also improve as the large 

number of node will remain alive till end. Cluster head is 

selected randomly in the beginning. Base station is 

continuously monitoring the energy level of all the nodes.  

After completion of a round, the energy level of nodes will 

vary. The node with highest energy level in that particular 

cluster will automatically become Cluster Head. Adopting 

this approach the energy level of nodes will not decay in rapid 

trend, ultimately increasing the first node die time which will 

enhance the lifetime as well as Quality of Service. 

Significance is given to node with highest residual energy 

after each epoch. 

 

 
Figure 2: Flow chart of proposed modified LEACH 

 

The Flow chart of Priority LEACH is shown in Figure-2. 

Subsequently first round of transmission, the level of energy 

of Cluster Head is compared with the energy of remaining 

nodes in the cluster. Selecting the higher energy node as new 

CH, if energy of current CH is higher, the same cluster head 

will carry on the operation otherwise new cluster head will be 

formed. 

The demand for maximum network lifetime in many 

mission-critical applications of wireless sensor networks 

motivates the great significance to deploy as few sensors as 

possible to achieve the expected network performance. 

Proposed system use a deployment strategy with T as the 

required minimum network lifetime. In order to achieve 

evenly balanced energy consumption among all nodes, the 

node density in different areas of the network should be a 

continuous varying function of the distance from the sink. 

VI. RESULTS  

The algorithm was implemented in MATLAB simulation 

tool. The toolbox of MATLAB 7.10.0 is used for simulation 

of graphical comparison.In order to evaluation of proposed 

algorithm (DBEA-LEACH), the algorithms with the similar 

basic idea are selected. The LEACH algorithm as the basis of 

cluster-based routing algorithm is selected in order to 

compare with two proposed algorithm. 

 
Figure 4Number of Active and Passive Nodes 

 

 
 

Figure 5 Average Energy Node vs Round Number (0 to 250) 

Figure 6 shows the comparison of average energy of each 

routing protocols calculate as 0 to 500 round numbers. In 

evaluation metrics, we assumed that initial energy per node is 

0.1J (total 100 node is 10J).  

 

 
Figure 6 Average Energy Nodevs. Round Number (0 to 500) 
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Figure 7 shows the comparison of average energy of each 

routing protocols calculate as 0 to 800 round numbers. In 

evaluation metrics, weassumed that initial energy per node is 

0.1J (total 100 node is 10J).  

 

 
Figure7 Average Energy Nodevs. Round Number (0 to 800) 

Figure 8 shows the comparison of average energy of each 

routing protocols calculate as 0 to 1000 round numbers. In 

evaluation metrics, we assumed that initial energy per node is 

0.1J (total 100 node is 10J).  

 

FDT-LEACH and DBEA-LEACH perform, where Stability 

period is the time when death of the first node occurs. This 

time is also known as first node death time (FDT) of LEACH 

occurs at 2196th second. DBEA-LEACH, in order to select 

the appropriate CH nodes in the CH nodes selection phase, 

DBEA-LEACH algorithm takes important factors such as 

position of the sensor node relative to the BS and the amount 

of residual energy of each sensor node. Figure 5 shows the 

comparison of average energy of each routing protocols 

calculate as o to 250 round numbers. In evaluation metrics, we 

assumed that initial energy per node is 0.1J (total 100 node is 

10J).  

 
Figure 8 Average Energy Nodevs. Round Number  

(0 to 1000) 

 

DBEA-LEACH has low number of dead nodes than LEACH. 

In addition, DBEA-LEACH protocol has the lowest number 

of dead nodes compared with other protocols. 

DBEA-LEACH has less number of dead nodes in per 

round,because DBEA-LEACH selects a cluster head not only 

based on distance, but also by examining residual energy of 

the node greater than the average residual energy level of 

nodes in network so as to ensure these nodes with higher 

remaining energy have greater probability to become CHs 

than that with the low remaining energy. The CH selection of 

DBEA LEACH can more uniform distribution between the 

nodes and avoids making early death of sensor nodes. Figure 

9 shows red and blue lines how much number of dead nodes. 

 

 
Figure 9 Numbers of Dead Nodes 

 

Jitter is defined as a variation in the delay of received packets. 

The sending side transmits packets in a continuous stream and 

spaces them evenly apart. Average jitter is packets sent to the 

base station. In figure 10 shows average jitter with 

BDEA-LEACH and FDT LEACH. 

 
Figure 10 Average Jitter 

 

End to End Delay is the time taken for a packet to be 

transmitted across a network from source to destination. In 

figure 11 shows end to end delay using DBEA-LEACH and 

FDT-LEACH. 

 

 
Figure 11 End to End Delays 
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Figure 12 shows routing Packets overhead with 

BDEA-LEACH and FDT-LEACH. 

 

 
Figure 12 Routing Packets Overhead 

VII. CONCLUSION 

The consequences of this paper demonstrate change in vitality 

effectiveness, throughput, less parcel drops and bundle 

conveyance proportion when contrasted with LEACH. This 

paper is contrasted and other two conventions 

DBEA-LEACH and FDT-LEACH. The proposed various 

leveled steering convention expands the quantity of parcels 

got at the sink by adjusting the method of dynamic clustering 

with dynamic determination of cluster-heads at first round and 

static clustering with dynamic choice of cluster heads from 

second round. The cluster-head chose in resulting rounds is 

chosen in view of the lingering vitality and separation to the 

base station. Recreation comes about demonstrate that, this 

calculation is substantially more proficient then different 

calculations. 
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